
 SYSTEMIZED, REAL-TIME BUSINESS CYBER-SECURITY 

Cyber-Criminals Are Targeting Your Business 

Small businesses, like yours, are often easy prey 

for cyber-criminals, just for the simple fact that 

most small business owners do not invest in any  

level of appropriate cyber-security protection. 

 

Our Multi-Layered Cyber-Security Platform 

has been specifically designed to protect your  

business network via the six core threat areas  

including Gateway, Wireless, Web Protection,  

Anti-Virus/Anti-Malware, Patch Management 

and even includes Data Back-Up applications.  



 

 core6+ is a systemized approach to Small Business Network Security, which is all about taking a layered approach.  

Unfortunately, there is *NO* such thing as a “One-and-Done, All-is-Protected” application.  You must have multiple 
layers of protection across your entire network.  You must make certain that each individual defense Component has a 
back up…  just in case.  Which is why we protect – with multiple layers – the six core aspects of your network.  

 
Thanks to our integrated Security Application Partners (Presidigy, Dell SonicWall and SolarWinds N-ABLE), we deliver 

the most comprehensive, layered, network security platform available.  Which really means, with the core6+  
You Get the Absolute Best Proactive, Detective and Reactive CyberSecurity Protection Solution available.  

 
The core6+ Layered Security Platform starts with two main network security components: Gateway Protection and 

Wireless Security: 
 
Constantly Updated - “Best In Class” –     Wireless Network Security including 
Gateway Threat Protection:     Guest Network Segmentation: 
 ● Unified Threat Management     ● SSID Hiding 
 ● Deep Packet Inspection      ● MAC ID Filtering 
 ● Global Geo-IP Blocking      ● Static IP Addressing 
 ● Intrusion Prevention      ● Restricted Access 
 ● Content Filtering      ● End-to-End Encryption 
 ● Gateway Anti-Virus/Anti-Malware    ● Intrusion Detection and Prevention 
 ● Gateway Anti-SPAM       ● Wireless Administrative Alerting 

  
The next four (of the six core) Layered Security components, we refer to as base4+, are individualized to each client 

device; and include Managed Anti-Virus and Anti-Malware Applications, Real-Time Web Protection with Scheduled and 
Individualized Content Filtering and Web Access Control, Automated and/or Administrative Patch Management, as well 
as Basic Document Back Up and Recovery for each individual user/device on the network:   

 
Managed Anti-Virus and Anti-Malware Platform    Web Protection and Content Filtering to Protect 
to Help Protect Email Clients and Users:    Internet Usage and Web Applications: 
 ● Protect Against Known Viruses     ● Keep Users Safe On The Internet 
 ● Catch New and Hard-to-Detect Malware Threats   ● Protects From Phishing Sites 
 ● Extensive Signature-Based Scanning    ● Protects From Drive-By-Downloads 
 ● Heuristic Checks and Sandboxing     ● Content-Filtering Policies 
 ● Behavioral Scanning      ● Website Blacklists 
 ● Active Protection      ● Time and Content-based Browsing Policies 
 ● Minimal Resource Requirements     ● Reporting 

   

Fine-tune Patch Management to Optimize System    Basic Workstation Document Backup and Recovery 
Performance and Prevent Cyber-Attacks:    (in Secure and Certified Data Centers): 
 ● Automation       ● Unlimited Documents and File Size 
 ● Customizable Policies and Scheduling    ● Automated Backup Twice A Day 
 ● Patch and Update Roll-Back     ● Detailed Reporting 
 ● Exchange and Office 365 Support     ● Infinitely Scalable Without Investment 
 ● Heightened Security for Vulnerable Programs   ● 24/7/365 Monitoring and Management 
 ● Ability to Disable Device Updates     ● Storage in Secure, USA Certified Data Centers 
 ● Deep Scans       ● Supported Documents = .DOC - .DOCX - .ODT -   

            .PAGES - .PDF - .RTF - .TXT - .WPD - .WPS - .KEY - .PPS - .PPT -  
            .PPTX - . PUB - .CSV - .XLR - .XLS - .XLSX 

                                               + For An Additional Fee: Full System Backup and Recovery 

(True Delta, Encrypted)  
 

For More Information, Contact Us Today! 
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The + in our core6+ and base4+ Platform offerings is all about the additional Inclusions and available Add-Ons.  

 
First, as you saw on the previous page, we recommend you upgrade from the Managed Anti-Virus and Anti-Malware 
(AV) tool, to the Managed Endpoint Detection and Response (EDR) tool.   Managed AV is a “Scan-based” platform, 
which is a much less effective tactic against today’s sophisticated Cyber-Threats, versus the Managed EDR tool which 
monitors your computer’s processes Before, During and After execution to prevent threats in REAL-TIME. 
 

There is actually an enormous amount of power and value hiding behind that little + sign. And YES! it is all available to 

anyone on either the full core6+ Platform, or even only on the Endpoint Protection base4+ Platform.   

 
The core6+ and base4+ Platforms Inclusions are: 

 
Your Preferred Level Of Support:     Daily Alert Monitoring and Notifications:  
 ● Fully Managed and NBH Fee Included    ● Gateway Alerts and Notifications 
 ● Fully Managed and Billed As Required    ● Managed AV (EDR) Alerts and Notifications 
 ● CoManaged and Billed As Required    ● Patch Management Alerts and Notifications 
 ● DIY - Alerts and Notifications Only    ● Device “Health” Alerts and Notifications 

 
CyberSecurity Awareness Training:    Other Included Services: 
 ● Unlimited “Staff” Training     ● Dark Web Scanning 
 ● Web-based (Online) Course     ● Basic Cyber Risk Assessment 
 ● Self-Paced        ● Asset Inventory and Tracking Report 
 ● “Manager” Portal      ● Monthly and Quarterly Platform Reporting 
 ● Weekly “Awareness” Emails     ● and So Much More... 

 

core6+ and base4+ is Systemized, Real-Time Business CyberSecurity.  Designed specifically as a multi-layered, 

comprehensive protection for your network’s core components.  But you may also want additional protection... 
 

The core6+ and base4+ Add-Ons we recommend are: 

 
Managed EDR (REAL-TIME Protection):    MailAssure (Advanced Email Protection): 
 ● AI-based Ransomware Protection     ● Blocks 99.84% of All Malware 
 ● Behavioral AI Detection Engines     ● Detects and Protects from Phishing Attacks 
 ● Threat Intelligence and Indicators     ● Secures Inbound and Outbound Email 
 ● Automated Threat Response     ● Full SPF/DKIM/DMARC Support 
 ● One-Click Remediation and Rollback    ● 24/7 Email Continuity and Encryption Available 
 ● Incident Forensics and Reporting     ● Seamless Integrates with Microsoft 365 

 
Cove Data Protection (Cloud-First Backup):    Microsoft 365 Backup (Integrated Solution): 
 ● Worldwide Data Centers and Cloud Storage   ● Backup Exchange, OneDrive and SharePoint 
 ● Fully Managed SaaS Available     ● Retention and Recoverability Controls 
 ● Servers and Desktops      ● Regional Cloud Storage 
 ● Full Image Recovery and Virtualization    ● Easily Restore Microsoft 365 Data 
 ● Automated Recovery Testing     ● Microsoft Recommends In Their Terms Of Service 
 ● Standby Image for Fast Failover        That You Consistently Backup Your M365 Data... 

  
Our goal is simple:   

We Want To Make Sure You Have Access To The Most Cost-Effective CyberSecurity Protection Available Today!  

 
For More Information, Contact Us Today! 
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